Methodological Guideline No 4/2013
of the Financial Market Supervision Unit of Narodnabanka Slovenska
of 4 October 2013
regarding the prevention by insurance companies, lanches of insurance
companies from other Member States of the Europeabdnion and branches of
insurance companies from non-Member States of thettopean Union
of money laundering and terrorist financing

The Financial Market Supervision Unit of Narodnanke Slovenska (hereinafter the
“NBS”), on the basis of Article 1(3)(a) point 3 &fct No 747/2004 Coll. on financial market
supervision, as amended, in collaboration with Eweancial Intelligence Unit (hereinafter the
“FIU™), in order to ensure the uniform procedure fbe performance of duties arising from the
prevention of money laundering and terrorist firagchas issued this methodological guideline:

Article 1
Purpose

(1) The purpose of this methodological guidelinetas provide insurance companies,
branches of insurance companies from other MemtagesSof the European Union (hereinafter the
“EU”) and branches of insurance companies from rothan EU Member States that undertake
insurance activities in the territory of the SlovR&public (hereinafter the “insurance company” or
the “branch” or the “financial institution”) with anore detailed explanation for fulfilling their
duties arising from Act No 297/2008 Coll. on theey@ntion of money laundering and terrorist
financing and on the amendment of certain lawsaraended (hereinafter the “Act”), and Act No
8/2008 Coll. on insurance and on amendments taioetaws, as amended (hereinafter the
“Insurance Act”).

(2) The provisions of this methodological guidelishall apply mutatis mutandis to
a financial agent, financial adviser, branch ofiraricial intermediary from another EU Member
State in the insurance or reinsurance sectornantial adviser from other than EU Member State
in the insurance or reinsurance sector.

Article 2
Policy for protecting a financial institution against
money laundering and terrorist financing

(1) A financial institution must have its own pglien the field of the prevention and
detection of money laundering and terrorist finagc{hereinafter the “AML/CFT policy”). The
AML/CFT policy must be set so as to ensure effecperformance of activities aimed at preventing
and detecting money laundering and terrorist firepat the financial institution.

(2) The AML/CFT policy forms a part of risk managemh, with particular relevance to
operational risk management, at the financial tastn.

(3) Components of the financial institution’s AMLUEFCT policy are:
(a) an organisational structure ensuring effectind independent performance of activities in the
field of the prevention of money laundering anddast financing (hereinafter the “AML/CFT"),
(b) a programme of activities pursuant to Articledt the Act (hereinafter the “Programme”);



(4) In accordance with Article 36(1) of the Insoca Act, the insurance company's Articles
of Association shall define in particular the irsuce company’s organisational structure, powers
and responsibilities division, including the fietdd AML/CFT. The AML/CFT policy in written
form shall be adopted by the statutory body whschlso responsible for its implementation.

(5) A branch shall, in the framework of the orgaiisnal structure, designate a managerial
employee as responsible for the AML/CFT area, allsesignate that the head of the branch is
responsible for the AML/CFT area (hereinafter theahch’s Responsible Person”). The AML/CFT
policy, in written form, shall be adopted by theamch’'s Responsible Person, who is also
responsible for its implementation.

Article 3
Organisational structure of a financial institution ensuring effective and independent
performance of activities in the field of the prevation of money laundering
and terrorist financing

(1) The statutory body of the insurance companyl ¢ responsible for the insurance
company's overall prevention of money laundering tanrorist financing.

(2) A branch’s Responsible Person shall be resptngor the overall prevention of money
laundering and terrorist financing at the branch.

(3) Responsibility for the practical implementatiohactivities in the field of AML/CFT,
primarily the performance of day-to-day activitiessuring the implementation of the AML/CFT
policy, the reporting of unusual transactions asrdoingoing contact of the financial institution kit
the FIU lies with the Nominated Officer (hereinaftiee “Nominated Officer”).

(4) It is not appropriate to outsource the actgtof the Nominated Officer.

(5) A financial institution shall ensure full sultgtability for the post of the Nominated
Officer, by means of a deputy Nominated Officer.

(6) In filling the post of the Nominated Officer cguaeputy Nominated Officer, the financial
institution shall require candidates to demonstreitgc integrity, appropriate education and
corresponding professional experience.

(7) The Nominated Officer and deputy Nominated €&ffiof an insurance company shall be
appointed and dismissed by the statutory body.ib@ance company’s Nominated Officer shall
report directly to the insurance company’s statutardy.

(8) The Nominated Officer of a branch shall be apigal and dismissed by the branch’s
Responsible Person or head of the branch. The NaednOfficer of a branch shall report to the
branch’s Responsible Person or head of the branch.

Where a financial institution has several placesvofk in the Slovak Republic at which it
performs its activities, it may nominate an empkwt these places, who need not be a member of
the unit responsible for performing activities nesary for ensuring tasks of the prevention system
(hereinafter the “Prevention Unit”), and entrusattemployee with the performance of selected
activities pertaining to the Nominated Officer ore¥ention Unit (hereinafter the “Authorised
Employee”). The Authorised Employee is in continsionorking contact with the Nominated
Officer. If a financial institution also establisha Prevention Unit, the Nominated Officer shall be
the manager of that unit.



(9) The job description of the Nominated Officealf include in particular:

(a) ongoing preparation and updating of the Progmanand any other necessary regulations and
procedures for the AML/CFT field;

(b) the performance of management and control task®e field that he performs and for which he
is responsible in the Prevention Unit, if estal@igh

(c) communication, cooperation and maintaining amgocontacts with the FIU, including the
timely reporting of unusual transactions;

(d) organisation and setting of rules for the tiragnof the financial institution’s relevant staff,
including new staff;

(e) analytical and advisory activity in relation tbhe assessment and reporting of unusual
transactions by the respective staff in conneotvih the execution of customers’ transactions and
operations.

(10) The Nominated Officer and his deputy are meguto perform their duties with due
professional diligence. The Nominated Officer ofiasurance company shall submit a report on his
activity or on the activity of the Prevention Unitestablished, to the statutory body at leasteonc
a year. The Nominated Officer of a branch shalhsitila report on his activity, or on the activity of
the Prevention Unit, if established, to the braadRésponsible Person and to the head of the branch
at least once a year.

The activity report shall contain in particular fi/dowing information:

(a) statistics and a brief description of unustesactions reported by staff;

(b) statistics and a brief description of unusuah$actions that were not reported to the FIU, with
the reasoning of non-reporting;

(c) statistics and a brief description of unusuahsactions reported to the FIU;

(d) overview of identified deficiencies and drafeasures and deadlines for their rectification,

(e) information from inspections carried out;

(f) information or overview of staff training conched.

(11) An important element of AML/CFT policy of anfincial institution is to ensure that the
Nominated Officer, his deputy and the Preventiont bave a sufficiently independent status within
the structure of managerial staff and organisationés. A Nominated Officer’s classification in
a financial institution’s organisational structisiall contain the following elements guaranteeing
an appropriately defined standing of the Nomina@fficer, his deputy and, as relevant, the
Prevention Unit:

(&) arrangement of powers and duties of the NoradchaDfficer and his deputy in their job
descriptions, with emphasis on the primary arethef operation, which is to ensure the prevention
and detection of money laundering and terrorisriting (other activities may not impede them in
promoting effective measures in this primary area);

(b) separation from units responsible for executimgtomers’ transactions or trading;

(c) unrestricted access of the Nominated Officedt hrs deputy to all documents, databases and
information at the financial institution;

(d) autonomous and independent decision-makinghef Nominated Officer and his deputy in
assessing the unusualness of customers’ transscteported by the respective staff in the
framework of the internal reporting system,;

(e) autonomous and independent decision-makinghersénding of unusual transaction reports to
the FIU;

() control function of the Nominated Officer, hikeputy, and the Prevention Unit in relation to
units and staff responsible for executing custofrieaasactions or trading;

(g) separation of the Nominated Officer, his depatyd the Prevention Unit from the internal audit
unit in the organisational structure, whilst pregsey follow-up inspection of their activity
conducted by the internal audit unit;



(h) in the case of extraordinarily serious circlemses or situations, immediate information to the
statutory body or the branch’s Responsible Person.

Article 4
Financial institution’s Programme of internal activities

(1) A financial institution shall draw up the Pragime as an internal regulation, approved
by the statutory body of the insurance companyeadhof the branch. The Programme shall be
based on generally binding legal regulations anghdll also take into account the Articles of
Association of the insurance company and its AMLTQelicy.

The Programme shall represent a transposition ef AML/CFT policy into practical
principles, tasks, procedures, duties and respiitis® in the field of AML/CFT. It shall also
contain specific authorisations, duties, respofisés and tasks of the Nominated Officer,
Prevention Unit and relevant staff of the finandmastitution in the performance of insurance
activities (mainly Article 20(2) of the Act), reqed by the prevention of money laundering and
terrorist financing, as well as the control powefshese entities and control powers of the interna
audit unit (see Article 11). The Programme sha#loatlefine information flows, information
systems, control processes and mechanisms inehds f

(2) In creating the Programme, the financial ingitin shall take into account its own
specific characteristics, in particular its sizel anarket share, organisational arrangement and the
range of insurance activities. The Programme sbatitain not only information on statutory
provisions, staff responsibilities, but also allecgtional procedures and duties of staff at the
financial institution in the performance of theenednt type of customers’ transactions and trading
operations, as well as the most common types ofualutransactions at the given financial
institution.

(3) The Programme shall set out in particular
(a) the specification of tasks, duties and respmlitges for the financial institution's comprehéres
prevention of money laundering and terrorist finage at the individual levels of management
from the managing board of the financial institatior from the branch’s Responsible Person down
to the units of first contact with the customecluding the Prevention Unit;
(b) the designation of the Nominated Officer undeticle 20(2)(h) as the holder of a specified
office or position;
(c) the nomination of persons at the financialiinsbn who assess whether an intended or ongoing
transaction is unusual;
(d) the specification of the time when the assessnseto be performed (where possible, always
before execution of a transaction or in the prooé#ts preparation);
(e) the specification of the method of performisgessment pursuant to points (c) and (d), i.e. to
state what needs to be performed in an assesswiattaids are to be used (e.g. an overview of the
types of unusual transactions, etc.), how and wtzerecord the assessment result;
(H arrangements for the prevention of money laumdeand terrorist financing, the receipt of
notifications on identified unusual transactionsnir organisational units, the evaluation of these
notifications and the reporting of unusual transas to the FIU and arrangements ensuring
ongoing working contact with the FIU, or law-enfengent bodies;
(g) the specification of basic tasks of the regpeditaff at all levels of management, the detectio
of unusual transactions and the reporting of irgermotifications of unusual transactions to the
Nominated Officer (possibly also a specimen formm foternal notifications of an unusual
transaction) and the manner of ensuring the priotecif the respective staff in connection with the
unusual transactions they identified and reporettié Nominated Officer;
(h) the duty to identify customers and the dutyeafy this identification;



(i) the duty to record the identification made ahd verification of customer’s identification, as
well as all trading operations executed for custeme

()) the duty to retain records on customer idecsifion and on the verification of their identificat
and on the trading operations conducted by custmnaad this for the period set by the Insurance
Act;

(k) an overview of known types of unusual trangatdi broken down by activity and type of
transaction executed,

() the evaluation and management of risks asstiatith money laundering and terrorist
financing;

(m) the specification of the nature and extenthef implementation of customer due diligence on
the basis of risk evaluation results pursuant tiocckr 10(4) of the Act;

(n) detailed signs of unusualness by which a cust@unusual transactions can be recognised;
(o) the method and scope of feedback at the fi@antstitution on internal notifications of unusual
transactions;

(p) the procedure of the respective staff and Naeieh Officer in postponing an unusual
transaction under Article 16 of the Act;

(q) the content and timetable of staff trainingirimg staff for ensuring tasks in the field of
AML/CFT at the financial institution;

(r) the duty to maintain confidentiality regardiag internal notification of an unusual transaction
and its reporting to the FIU and regarding measpezformed by the FIU (Article 18 of the Act),
primarily in relation to the customer concerned, vesll as toward persons having a certain
relationship to the customer (e.g. beneficiaries) sgoward third parties, other than exceptions
stipulated by the Act;

(s) measures and control mechanisms preventingaltise of position or function by staff to
knowingly engage in money laundering or terrornisancing in the exercise of their function;

(t) the method and periods for retaining informatémd documentation;

(u) an internal control system focused on AML/CIEdnsisting of control mechanisms, process
controls of managerial staff, including controlsthg Nominated Officer and internal audits;

(v) definition of information flows and descriptionf information systems focused on the
collection, processing and reporting of informatieor AML/CFT, including regular reports
submitted to the managing board and supervisorydoo# the financial institution and to the
branch’s Responsible Person, or head of the branch.

(4) The financial institution shall ensure thag firogramme is accessible to all the financial
institution’s staff, for example via an internaincputer network.

(5) It is necessary to update the Programme nationthe case of a change in the relevant
generally binding legal regulations, but also ie dase of changes concerning the own performance
of activities and types of transactions, as welhathe case of changes to the financial instinu§o
organisational arrangement. An appropriate perodipdating is once a year.

Article 5
Staff awareness and training

(1) The statutory body of an insurance companyertranch’s Responsible Person, jointly
with the Nominated Officer, must ensure that stafé aware of the financial institution’s
responsibility, as well as of the personal resgdulityi of staff and their protection in the case of
identifying unusual transactions in this area.

(2) A financial institution shall publish in appnogte manner information for staff as
regards who performs the function of the Nominaddficer and who is his deputy.



(3) A financial institution shall determine in tReogramme the optimal regime and method
for:
(a) informing its staff about the AML/CFT systenmdarelated procedures, duties and powers;
(b) making the Programme and any other relevantiaéigns available to the respective staff;
(c) organising regular training and educationaliviteds for staff, where regular training is
performed via e-learning, it is recommended indage of finding the need to raise staff awareness
of the Programme, to appropriately supplement eieg training by personal or other training so
that the training system is effective.

(4) The financial institution, in informing and inéng staff, shall take account of its
conditions, in particular its size, organisatiomatangement, types of transactions, and trading
operations performed for customers, so that alessary information reaches all staff for whom it
is intended.

It is important that the mechanism of providingoimhation to staff from the side of the
statutory body, the foreign branch’s Responsibleséte the Nominated Officer, and respective
managerial staff of the financial institution, aslhas the model for performing staff training are
effective, flexible and fulfil the expected obje therefore it is essential that they be updaiiial
regard to changing conditions.

(5) The effectiveness of a financial institutionpsevention of money laundering and
terrorist financing depends in large part on thesllef knowledge on the side of managerial and
other staff of the financial institution about theren problem, consisting in familiarisation with
basic legal regulations, the Programme and othkteck internal regulations of the financial
institution.

The diversity of trading operations, types of tiesi®ons and, in particular, the diversity in
the structure of customers give rise to varyingreeg of risk and different techniques of money
laundering or terrorist financing.

The relevant staff (staff of first contact with tlmistomer) must have all necessary
information on the trading operations and typesrarisactions they will execute for customers and
they must learn as soon as possible the criteigmg0f unusualness) for assessing or detecting
unusual transactions. These staff must be ablesgtesa the conduct of the financial institution’s
customers, as well as the content of trading operatperformed by customers in terms of their
degree of risk, unusualness or suspiciousnesd.t&tafing should significantly contribute to staff
acquiring the prerequisites for mastering proceslui@ applying the Know Your Customer
principle (hereinafter referred to as the “KYC”)dafor recognising the degree of risk from the
customer’s actions, also with regard to the custnoategorisation into one of the three groups for
mandatory customer due diligence:

- basic,
- simplified, and
- enhanced customer due diligence.

The relevant staff are an important element forve@néng the misuse of the financial
institution for money laundering or terrorist fircang. Likewise, however, they can also be its
weakest element, if they do not fulfil the set dstior if they knowingly or unwittingly participate
in the execution of a customer’s unusual transastio

(6) Before an employee enters employment at thenéial institution in a post or function
where they will, in direct contact with customeesisure the execution of trading operations, the
financial institution shall check a copy of the gutial employee’s excerpt from the Criminal
Register to establish that they have not been ctetviof any property, economic or other serious
crime. The financial institution may require frolmetpotential employee information also beyond
the framework of an excerpt from the Criminal Régisin so doing though, it should take account
of the fact that pursuant to Act No 300/2005 Calle Criminal Code, as amended, if the conviction
of a person has been expunged, this person is Webed as having a clean criminal record. The
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financial institution should require from a potahtiemployee also a sufficiently satisfactory
reference, or assessment of their prior work intyygssued by their previous employer.

(7) In the framework of training, the financial iitgtion shall ensure that staff are
familiarised with the consequences of negligenceegligent fulfilment of their work duties and of
any knowing or unwitting participation in money talering or terrorist financing, as well as the
consequences of a breach of the prohibition ofidmog a customer with information to which the
duty of confidentiality applies (Article 18 of thfect); as well as with the manner of their proteatio
in the case of detecting an unusual transaction.

(8) The financial institution must have a projeciptan of staff training, taking into account
the employee’s work classification (own categor@atccording to job positions, taking account of
the employee’s exposure to opportunities for anengtts at misuse for the purposes of money
laundering and terrorist financing) and the resgltresponsibilities, duties and the level and
frequency of training pertaining thereto. In deteimg the appropriate frequency of training, the
financial institution shall observe the provisiarfsArticle 20(3) of the Act (once per calendar year
and always before employees are assigned to woskiich they perform tasks under the Act). The
training plan, or its basic principles, should foanpart of the Programme and should determine the
basic outline, periodicity and content of stafiinmag, in particular the provisions of the respeeti
acts, internal regulations and rules of the finahanstitution or group to which the financial
institution belongs, as well as an analysis ofdbetent and circumstances of the most frequently
occurring types of internal notifications of unutransactions within the financial institution, or
within the group.

(9) The financial institution is required under idke 20(3) of the Act to ensure staff training
focused on familiarisation with the Programme aisteonce per calendar year and always before
employees are assigned to work in which they wdtfgrm tasks set by the Act and by the
Programme. Each employee concerned who perforrks teler the Act must be familiarised with
the applicable Programme governing procedures sesaing customers and their financial
operations, and concurrently the financial insiitutis required to ensure that each employee has
permanent access to this Programme.

Staff training shall include in particular:

(a) familiarisation with the Programme;

(b) knowledge arising from the Nominated Officeastivity, from the activity of other financial
institutions, as well as available knowledge agsfrom the activity of the FIU or supervisory
authority.

A financial institution shall repeat and suppleméatning with new knowledge, where
necessary, also more frequently than in a 12-maogtie (e.g. in the case of achange in the
Programme), so as to ensure that the relevantas&fible to continuously perform their duties and
exercise their powers. Forms of training (classitiure, electronic, or other) should be regularly
alternated. It is appropriate that the relevarft btested on the knowledge acquired.

(10) A financial institution shall ensure that reg® are drawn on staff training conducted,
containing the date at which the respective staffigipated in the training, the content and forim o
the training, and, where relevant, an evaluatiorthef test completed, as well as the employees’
signatures or other electronic confirmation. Inifidd to this, it is necessary to obtain from the
respective staff a written or electronic confirroatithat they have been familiarised with the
Programme and related regulations governing AML/@Fdcedures.

Article 6
Information system at a financial institution



(1) A systematic approach to the financial instomis risk management and AML/CFT
requires the creation of appropriate informatiawi for ensuring the smooth, timely and regular
flow of information between individual levels of megement at the financial institution, including
its statutory body, the Nominated Officer, his dgpand the Prevention Unit, internal audit unit
and the relevant staff. A systematic approach fmudang information flows also requires support
in the form of application software, i.e. a spasid information system, or systems. In broad terms
this means a system of acquiring, processing, atiay transferring and also using information
concerning this area. This shall include flows d¥IACFT information in the processes of the
financial institution’s individual activities andyges of transactions performed. For effective
prevention it is essential to ensure that it isutedy updated.

(2) The financial institution is required to ensurrmation flows for:
(a) the transmission of information to staff on AMIIET principles, procedures, duties and powers
and the related performance of day-to-day tasks;
(b) making the Programme and other relevant inteagulations available to employees;
(c) transmission of necessary information betwéenResponsible Person and Nominated Officer;
(d) transmission of information between staff anel Nominated Officer and vice versa, including
the internal reporting of unusual transactions;
(e) record-keeping, i.e. the recording, procesaimg) updating of information on customers and the
recording and monitoring of customers’ transactions
() communicating to the statutory body or RespblesPerson the results of control performed by
the Nominated Officer and the internal audit uagt,well as informing staff of these results;
(g) transfer of information between the Nominateffig®r and FIU, including the reporting of
unusual transactions and provision of other necgssBrmation and source documentation to the
FIU, as well as the provision of feedback from g to the financial institution;
(h) searching for unusual transactions in the fomrinstitution’s relevant information systemsttha
contain information on customers and their operatio

(3) The form, content and rules of information flowehould be set by the financial
institution depending on its size, focus, scopethedcomplexity of its activities and on the typds
transactions and services offered, as well as enctraracteristics of its customers and their
transactions.

The information system(s) shall conform to the €peaconditions of the financial
institution and, from the technical aspect, haveypeeters so that the financial institution is cdpab
of fulfilling the duties arising to it under the A¢in particular Article 24(4) of the Act) as an
obliged entity.

(4) An essential component of a financial inskitots information system is an electronic
information system (hereinafter referred to as BI8") that complies with statutory requirements,
with the aim of ensuring sufficient quality in thpeevention of money laundering and terrorist
financing. An EIS, recording and processing infotiotaon customers and their transactions must
take account of the requirements provided for itiche 9(e) of the Act:

(a) in the case of a natural-person customer, {8eniist contain records of the first name, last
name, date of birth or birth registration numberd & the case of a sole proprietorship also the
identification number, if assigned;

(b) in the case of a legal-person customer, ther&liSt contain records containing the customer’s
name (business name) and identification number.

The EIS must also contain information or recordgt@nature of the customer’s business
relationship. The nature of a business relationghigiven by the type of transaction pursuant to
Article 9(i) of the Act or solely by a transactipnrsuant to Article 9(h) of the Act, whilst the g
of the business relationship is primarily predeiesd by the actual product or service that the
customer uses. The EIS and the manner of usingoiild make it possible to identify unusual
transactions performed by customers, and, as mennitor also their course or development, as
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well as the connections between the transactiomasceitain customer and, where possible, also the
unusual transactions of different customers.

A special part of information recorded and monitbby the EIS consists in information on
politically exposed persons (Article 6 of the Aathich the respective staff received in performing
their work tasks.

The EIS should enable the financial institutionifomediately provide the FIU, upon its
request, with information as to whether it has hdzlisiness relationship with a specified person in
the past five years, as well as on the natureaiflibsiness relationship (Article 24(4) of the Act)

The EIS should also be capable of providing, inesaspecified by law and in a timely
manner and sufficient scope, information to the ,Fié NBS Financial Market Supervision Unit as
the supervisory authority, and to law enforcemeitiharities.

The EIS shall also satisfy requirements of therfaial institution and the FIU (Article 30 of
the Act) for the purposes of control, and for statal purposes.

Article 7
Customer identification and customer acceptance; @tomer risk profile;
basic, simplified, and enhanced customer due diligee; performance by third parties

(1) The basic obligations of financial institutioinsthese areas are laid down in particular in
the provisions of Articles 7, 8 and 10 to 13 of At and Article 47 of the Insurance Act.

(2) Pursuant to Article 47(1) and (2) of the Inswo@ Act, a financial institution is entitled,
for the purposes of identifying customers and thejpresentatives and enabling subsequent
verification of this identification, for concludingnsurance contracts and for insurance
administration, as well as for other purposes retetto under (3) of this Act, to require from
customers and their representatives the informatefmed in (1)(a) and to obtain it by the means
defined in (1)(b); and the customer shall provitie information upon request.

Under Article 10(3), however, financial institut®rare required to perform identification
and verification when concludingreon-life_insurance contract if the amount of the premium for
a calendar year is equal to at least EUR 2,000ifadsed on information about the customer or
transaction, it is not necessary to perform basgtamer due diligence under Article 10(2); this
obligation shall also apply where the amount of phemium is increased to EUR 2,000 or more.
Financial institutions shall perform basic due giiice under Article 10(1) of the Act where the
amount of the insurance premium for a calendar y@a&qual to at least EUR 15,000, or when
performing a so-called occasional transaction wathleast EUR 15,000 outside a business
relationship, i.e. an insurance contract, whethemat the transaction is executed at once or
sequentially through transactions that are or eamterlinked.

Where a non-life insurance contract is concludaduph a financial agent or financial
adviser, identity may also be verified by the fic@ahagent or financial adviser.

(3) Basic customer due diligence under Article )@fLthe Act shall include the following
acts:
(a) identification of the customer and verificatiaf the customer’s identification (including
determining whether the customer is acting on tbem behalf; where the customer is not acting on
their own behalf, the customer shall provide a mgdvritten declaration stating the first namet las
name, birth registration number or date of birthtle¢ natural person; or the business name,
registered office and identification number of tegal person, on whose behalf of the customer is
executing the transaction; the same shall applgases where doubts exists as to whether the
customer is acting on their own behalf);
(b) depending on the risk of money laundering omotest financing, identification of the
beneficiary and adoption of appropriate measureséddfication of the identity of the beneficiary,



including measures to determine the ownership aadagement structure of the customer who is
a legal person or an asset pool;

(c) acquiring information on the purpose and inehdature of the business relationship;

(d) continuous monitoring of the business relatippsincluding scrutiny of specific transactions

executed during the business relationship in otdedetermine whether such transactions are
consistent with what the obliged entity knows abtle customer, including the customer’s

business profile and risk profile; and, dependimgtlee risk of money laundering and terrorist

financing, identification of the provenance of fgndnd action to ensure that the customer’s
documentation, data and other information availablkhe obliged entity are kept updated.

(4) When concluding dife_insurance contract, financial institutions shall, pursuant t
Article 47(6) of the Insurance Act, request thetomser to prove their identity and the customer
shall comply with such request. Where a life inegeacontract is concluded through a financial
agent or financial adviser, identity may also befiesl by the financial agent or financial adviser.
Financial institutions, financial agents and finahcadvisers shall refuse to conclude a life
insurance contract in which customer anonymity \@tdaé maintained.

Under Article 11(2) of the Act, with regard to lifasurance contracts, financial institutions shall
perform basic customer due diligence if the premfoma calendar year exceeds EUR 1,000 or
single premium exceeds the amount of EUR 2,500s Rt to Article 47(8) of the Insurance Act,
for life insurance contracts in which the standareimium for a calendar year exceeds EUR 1,000
or a single premium exceeds EUR 2,500, financisfitutions shall determine the ownership of
funds used by the customer to conclude the insaeraontract; this obligation shall also apply
where the amount of the premium is increased to BURO or more. For the purpose of this
provision, the customer shall confirm the ownersbighe funds by providing a binding written
declaration stating whether the funds belong to ¢hstomer and whether the customer is
concluding the insurance contract for their ownoacd. If the funds belong to another person or if
the insurance contract is concluded for the accotiother person, the customer shall state in the
declaration the first name, last name, birth regigin number or date of birth, and address of
permanent residence of the natural person, orubméss name, registered office and identification
number, if assigned, of the legal person, to whbm funds belong and for whose account the
insurance contract is concluded; in this case tlgtoener shall submit to the financial institution
also the written consent of that natural or legaispn to using that person’s funds for concluding
the insurance contract and to concluding this emttior the account of that person. In the case tha
the customer fails to meet these obligations, thantial institution shall refuse to conclude the
insurance contract.

Verification of identification of the beneficiaof the life insurance contract,

(a) where the financial institution was obligedptrform basic due diligence when concluding the
contract, or

(b) where the amount of insurance benefit is etpuat least EUR 2,000,

must be completed not later than when the benefi@aplies their rights arising from the life
insurance or when the insurance benefit is paid.

(5) The process of determining and, to an apprtgeatent, also verifying the beneficiary,
shall be primarily governed by the provisions oftidles 9 and 10 of the Act. Verification of
information acquired on the beneficiary in accoamwith the Act shall be performed to an
appropriate extent, e.g. by requesting a writtenladlation on the beneficiary and subsequent
verification of this information from available swes. Where the customer’s risk profile so allows,
the financial institution, in applying basic custendue diligence, may determine the beneficiary on
the basis of information from available sourceghwiit the need to contact the customer or verify
this information with the customer.

(6) The importance of the provisions of Article 1J{f) to (c) and Article 10(10) of the Act
is highlighted in the provisions of Article 15 addticle 24(2) of the Act, which impose on the
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financial institution the duty to refuse new custrg) terminate an existing business relationship
with customers, or refuse to perform a specifingetion in the case where it is not possible to
perform basic customer due diligence or where tgtomers refuse to demonstrate on whose
behalf they are acting.

The obligation of financial institutions, financiabents or financial advisers to refuse to
conclude a life insurance contract in which custoar@nymity would be maintained also follows
from Article 47(6) of the Insurance Act. Pursuaat Article 17(1), financial institutions shall
promptly report such cases to the FIU.

In this context, it is necessary to respect thelgiine of the FIU published on the website
(http://www.minv.sk/swift_data/source/policia/finiasmernenie_paragraf 15.pdf).

(7) In the case of new customers, the customerpsmeee process should include basic
customer due diligence, as well as the customeat®gorisation into a certain risk group,
accompanied by thorough application of the KYC @pfe, meaning the acquisition of sufficient
information on the nature of the customer’s expdtansactions and any foreseeable scheme of
operations to be performed by the customer. Basethis, it is possible to create the customer’s
risk profile.

In applying basic customer due diligence, a finahdnstitution may not enter into
a business relationship with a customer withoutabdy ascertaining all relevant circumstances
concerning the customer.

The main criteria to be considered when composiagstomer’s risk profile shall be:

» the customer’s aim in concluding the insurance remt

» the type and origin of customer and beneficiary,

» the location of the residence/registered officéhefcustomer and beneficiary,
» the location of the business activities of the costr andbeneficiary,

* the main field of business,

» the provenance of the customer’s funds,

* the provenance of the customer’s wealth,

» the frequency and scope of activities,

* the type and complexity of the customer’s busirzeswities,

» whether the insurance benefit will be paid to adtiparty,

* whether the customer’s business relationships emaaht,

* any suspicion or knowledge of money launderingptest financing or other crimes.

The financial institution shall continuously updale customer’s risk profile according to
the risk group to which the customer is assignediHis purpose it shall require from the customer
the updating of information that the customer awdlly provided it, and this in appropriate time
intervals and depending on changes concerningusi@mer’s person, or their commercial or other
activities with which the customer’s transactionsrfprmed by the financial institution are
connected. Updating may be performed also by waseqgifiesting the customer to complete the
relevant form, for example once a year, unless rfrequent updating is necessary, or by agreeing
a contractual condition with the customer on thgyda notify the financial institution of relevant
changes.

(8) By means of categorising customers accordinghtr risk profile the financial
institution can then in practice apply Article 1) of the Act, namely ongoing monitoring of the
business relationship, which leads to recognitiad also reporting of unusual transactions. In
connection with the risk categorisation of custandne financial institution should also consider
Article 10(1)(d) and Article 10(8) of the Act, whicestablish the duty to continuously update the
customer risk profile on the basis of a permaneanitoring of the business relationship. The
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appropriate frequency for updating depends onitlen€ial institution’s assessment and decision;
in each case this duty should be included in ttermal regulation governing the Programme.

In connection with the consideration of risk inessng a financial institution’s customers,
it is appropriate to use materials prepared by egpef the Financial Action Task Force (the
intergovernmental body is the lead institution a@ttieg international standards in the fight against
money laundering and terrorist financing on a gladzale; hereinafter referred to as the “FATF”)
and the MONEYVAL Committee of the Council of Eurgpegularly published (updated three
times a year) conclusions from the ongoing momipriof countries that have significant
shortcomings in the enforcement of AML/CFT measuess.:

(@) the FATF Public Statement available on the vebgttp://www.fatf-gafi.org/topics/high-
riskandnon-cooperativejurisdictions/documents/iaficstatement-19october2012.hymli.e. the
“black list”;

(b) Improving Global AMLCFT Compliance: ongoing pess available on the website
(http://www.fatf-gafi.org/topics/high-riskandnon-
cooperativejurisdictions/documents/improvingglobalEtcomplianceon-goingprocess-
190ctober2012.htijili.e. the “grey list”;

(c) valid conclusions from FATF monitoring availaldn the website of the FIU
(http://www.minv.sk/?vyhlasenia-fatf

(d) the Public Statement on a member state, coimfgrthat the country fails to comply with the
basic reference documents for appropriate preverianoney laundering and terrorist financing,
available on the websitétfp://www.coe.int/t/dghl/monitoring/moneyvgl/

(e) currently valid conclusions from monitoring greblished also on the website of the financial
police intelligencelfttp://www.minv.sk/?moneyval-vyhlasepja

(f) detailed evaluation reports on each membeesdatl its system of prevention and repression in
the field of money laundering and terrorist finaxge(in the form of a “Mutual Evaluation Report”),
available in English on the websitenttp://www.fatf-gafi.org/topics/mutualevaluationsand
http://www.coe.int/t/dghl/monitoring/moneyval/Evaliions/Evaluation_reports_en.ysp

(9) the list of equivalent third countries, whiclasvcreated on the basis of agreement of the EU
Member States in the European Commission comn{it&@MLTF’ — Committee on Prevention of
Money Laundering and Terrorist Financing), avakablbn the Committee’'s website
(http://ec.europa.eu/internal_market/company/datfitial-crime/3rd-country-equivalence-
list_en.pdj as well as on the website of the Fiudtp://www.minv.sk/?ekvivalet

(9) In accordance with the implemented EU diredjvthe Act defines only the basic
situations that pose an increased risk of monegdatng and terrorist financing. However, the
financial institution must apply a more stringenbgedure for the identification and verification of
facts ascertained and subsequent monitoring obtiseness relationship with a customer also in
other situations, according to the customer’s pilfile or according to the degree of risk inherent
in the service or type of transaction providedi® ¢ustomer.

(10) Enforcement and compliance of all these procesl and rules (identification,
verification, KYC) provides, besides the recogmitiof unusual transactions and minimisation of
the risk of money laundering and terrorist finaggialso protection against fraud. At the same time
it enables the financial institution to select affitr from the range of transaction types those tha
are suitable for particular customers accordinthéocontent and scope of their activities. Thiphel
the financial institution retain customers not cected with money laundering and fraud and
concurrently eliminate the risk of financial lossgaeputational risk.

(11) Where the customer poses a high risk, thisires more detailed assessment of the
customer and the customer’s behaviour. It is themessary to take measures to eliminate the risk to
an acceptable level.

The financial institution shall exercise enhancedtemer due diligence in situations that,
with regard to their nature, may pose a high riEknoney laundering or terrorist financing. The
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financial institution shall pay particular attentido selected groups of subjects, e.g. politically
exposed persons (Article 6 of the Act).

In the case of identifying politically exposed pmrs, financial institutions are
recommended, in accordance with the new FATF iateonal standards published in February
2012 on the website hitp://www.fatf-gafi.org/topics/fatfrecommendatidgdscuments/
fatfrecommendations2012.hthib exercise enhanced customer due diligenceusbvtd the sphere
of persons referred to in Article 6(1) of the Alstit also to persons with permanent residence in the
Slovak Republic.

In the process of the identification and verificatiof politically exposed persons it is
recommended to use the existing commercial datahafskigh-risk customers, e.g.: World-Check
database of high risk individuals and companiedysite fttp://www.world-check.con)/

In monitoring existing customers it is essentiafdous also on the ongoing monitoring and
verification as to whether the customer has becarpelitically exposed person; in such a case the
consent of a managing employee, meaning an employeeor more management levels higher
must be required for continuing the business @hatiip. Where a politically exposed person owns
or works in the managing structure of a custombagal person, or is a beneficiary, in such a case
this constitutes a situation requiring the appiarabf enhanced customer due diligence towards the
customer — legal person.

In this regard it is necessary to respect the duelef the FIU (in particular its second part)
as published on the website http://www.minv.sk/swift data/source/policia/fingeEPS-
usmernenie-20052011.9df

(12) The Act in Article 13 allows the use of basicstomer due diligence - other than the
ongoing monitoring of a business relationship unéieicle 10(1)(d) of the Act - that has already
been performed by another credit or financial tostn in applying customer due diligence
procedures, i.e. performance by third parties. Th&ans that, as regards compliance with the
conditions referred to in this provision of the Adtis possible to rely on already-performed
identification and verification of the customer areheficiary and to receive or provide information
on this identification and verification from/to aedit or financial institution (under Article 5(b)(
points 1 to 10 of the Act) operating in the temytaof an EU Member State (i.e. a third party),
including those institutions operating in the temy of the Slovak Republic. Exchange offices and
payment institutions are outside the sphere ofgeblientities from which it is possible to accept
identification and verification of a customer andnbficiary. Responsibility for the fact that
information thus acquired meet the requirementsefa@rcising customer due diligence under the
provisions of the Act, nonetheless remains withfthancial institution that decided to rely on the
third-party performance approach. In such casescaordance with the practice in EU Member
States, it is not necessary to specifically requive customer’s consent to the provision of
information to a third party.

Under Article 13(4) of the Act, the business ra@aships of a financial institution with
entities that perform activities for the institution the basis of an outsourcing contract shalbeot
deemed performance by third parties within the nmepof the said Article. Likewise, where a
financial agent or financial adviser as an obligedity performs identification, verification or due
diligence in respect of a customer in accordancth whe Act, this shall not be deemed as
performance by third parties. These acts are cermidas acts performed by the financial
institution itself.

(13) Article 11 of the Act defines the scope arahditions for exercising simplified
customer due diligence, i.e. a less demanding proeein customer identification. The financial
institution may use this option after careful calesation with the use of a risk-based procedure in
the case of such situations and customers whes@dssible to obtain and verify basic information
from publicly available and reliable sources —efenred to in Article 11(1) of the Act.

Article 11(2) of the Act lays down the types of guats in which simplified customer due
diligence approaches may be used. It is importaait before deciding to use simplified customer

13



due diligence the financial institution first obtainformation about the customer or type of
transaction that justifies the application of sirfi@tl customer due diligence. The use of simplified
customer due diligence in no way represents an ptiemfrom the duty to monitor the business
relationship on an ongoing basis (Article 10(1)¢flXhe Act), or from other duties defined by the
Act, so that it is possible to comply with the pidens of Articles 14 and 17 of the Act, as well as
others, including the duties to process and arctlata according to the provisions of Articles 19
and 21 of the Act. In connection with the use afdified customer due diligence there comes into
consideration also the possibility to use a lisegiiivalent third countries, as created by agreémen
of the EU Member States, and published in Englishttee CPMLTF website, and on the FIU
website. The fact that a country is included in lise however, does not preclude that a particular
customer from the country may be included in a éigisk category. Indeed, it is always necessary
to consistently fulfil duties under the provisiasfsArticle 10(1)(d), Article 10(4) and (8) of thecA

Article 8
Detection, reporting and postponement of unusual &insactions

(1) For identifying unusual transactions it is galidhat a financial institution apply the
provisions of Articles 2 to 4, Articles 10 to 12daArticles 14 and 20 of the Act. Under Article
14(1) of the Act a financial institution is requirdo assess whether an intended or ongoing
transaction is unusual. Under Article 20(1) anddpdf the Act a financial institution must regdat
this part of the procedures in its Programme. Butgderred to in Article 14(1) and (2)(a) and (b) o
the Act must be fulfiled demonstrably so that firancial institution can, in accordance with
Article 30(3), in the case of an inspection, previtformation and written documents on the
fulfilment of these duties. Article 14(3) of the tAglso emphasises the duty to draw up records on
transactions under Article 14(2)(a) of the Act.(irgernal reporting of unusual transactions), whic
must be archived in accordance with Article 30(Bthe Act for a period of five years.

(2) Under Article 4 of the Act an unusual transactis a legal act or other act that indicates
that its execution may lead to money launderingeororist financing. Article 4(2) of the Act
provides a demonstrative presentation of unusaak#ctions. In each unusual transaction listed in
this provision there are, however, several indisatd unusualness (e.g. an unusually high volume
of funds with regard to the type of transaction,ususually high volume of funds without clear
economic or legal purpose, etc.) that the finanaistitution is required to assess and concurrently
apply the KYC principle (the Act does not defineydYC principles, though where an obliged
entity applies them in practice, it is necessarthtes define them in the Programme). Only by such
action can it competently assess whether a custeimnénded or ongoing transaction is unusual or
not. The Act in Article 4 does not stipulate anitesia, e.g. in the form of threshold amounts of
funds that would lead to the automatic finding lne ttase of a certain type of financial operation
that it undoubtedly constitutes an unusual tramsactThe decisive element for assessing
a customer’s transactions is the application of Kie&C principle and the proper recognition of
indicators of unusualness, as well as other sigesiteria that the financial institution is regegr to
determine for itself, depending on the subjectt®factivity, when drawing up an overview of the
types of unusual transactions (Article 20(2)(adhaf Act).

(3) The conditions for the proper application of KYC principle derive from the duties of
the financial institution and customer, as setiauhe provisions of Articles 10 to 12 of the Act.
The crucial provisions are those of Article 10(®) and (5) and Article 11(3) of the Act. The
procedure under the provisions of Article 10(1) akrticle 11(3) of the Act enables a financial
institution to satisfy itself as to the actual itlgnof each customer and identify the purpose and
planned nature of business activities that a customill probably conduct. This procedure is also
the starting point for a financial institution iretérmining the customer’s risk profile, subsequent
determining the degree of customer due diligenesyant to Article 10(4) of the Act and accepting
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a customer. A financial institution then, dependomg the result, shall apply procedures in the
framework of basic customer due diligence underchetlO of the Act or simplified customer due

diligence under Article 11 of the Act or enhancedtomer due diligence under Article 12 of the
Act.

(4) Irrespective of whether a financial institutiproceeds under Article 10, 11 or 12 of the
Act No 297/2008, it is required always to also @t in accordance with Article 14 of the Act. A
financial institution is required, in applying eaitpe of customer due diligence, to assess whether
an intended or ongoing transaction is unusual ¢Artil4(1) of the Act) and to pay particular
attention to all complicated, unusually large temt®ns and all transactions of an unusual nature
that do not have a clear economic purpose or &gat purpose and to make an appropriate record
on them in accordance with Article 14(3) of the Ack. internal reporting of an unusual
transaction); it is also necessary to archive theserds in accordance with the period referreid to
Article 19 of the Act.

(5) A financial institution shall perform skilledssessment of intended and ongoing
transactions under Article 14 of the Act at variduse intervals and at various levels. The
assessment process takes place:

(a) on the frontline, where the financial institutis staff are in contact with an existing or padien
customer;

(b) in the framework of ongoing monitoring of ans#ng business relationship;

(c) in the framework of subsequent (retrospectagsessment of a customer’s transactions.

(a) Assessment of transactions at initial contact ¥ the customer before and during
execution of a transaction

The assessment of a customer’s transactions isrpertl by employees of the financial
institution who, in fulfilling their duties, are igontact with the customer. The assessment of a
transaction by an employee of the financial infittu is thus performed largely at the place of
executing the transaction and prior to its condoicgt an attempt to execute a transaction scatat
unusual transaction can be postponed and promepgrted. The assessment of transactions is
dependent on the staff's expertise and knowledge ttiey have acquired in the framework of
mandatory training (Article 20(3) of the Act).

Each of the relevant staff is required to haveRhegramme permanently available, either in
paper or electronic form and is required to ledrand proceed according to it. An employee of
a financial institution shall in this stage primaifiollow Article 10(1) as well as Article 11(3) dhe
Act, which enables the employee to ascertain taapgpropriate degree the real identity of the
customer and to know the purpose and planned nafutee business activities that the customer
will probably perform. This procedure is also tharsng point for the financial institution in
accepting a customer, determining the customesis profile and then determining the degree of
customer due diligence pursuant to Article 10(4bhef Act.

A crucial element for assessing customers’ traisagts the appropriate application of the
KYC principle and its procedures and skilled idicaition of signs of unusualness. This procedure
enables the employee to assess customers’ intesrdedgoing transactions by comparing them
against an overview of types of unusual transast{@mticle 20(2)(a) of the Act), as well as against
forms referred to in Article 4(2) of the Act and detect those that are unusual in relation to the
customers and their otherwise usual transactions.

If an employee assesses an intended or ongoingairthon to be unusual, they shall make
a written record on this transaction in accordanite Article 14(3) of the Act and promptly notify
this finding to the Nominated Officer (hereinaftee “notification of unusual transaction”).

(b) Assessment of transactions in the framework aingoing monitoring of a business
relationship
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Depending on whether this concerns:
1. contracting of a business relationship (Artit¢2)(a) of the Act) or
2. an occasional transaction (Article 10(2)(b) &rjdof the Act),
the competent staff of the financial institutiorablassess the customer’s transactions also in the
framework of ongoing monitoring of the businesstienship.

The assessment of intended or ongoing transadtiahe framework of ongoing monitoring
of the business relationship is specific in that blusiness relationship has already started alhd sti
continues (Article 10(2)(a) of the Act). The cusemmay also be known to the financial institution
where the customer has already executed severasiooal transactions (Article 10(2)(b) or (c) of
the Act). Therefore, this is not the first contadth the customer and the financial institution may
take account of the customer’s existing risk peofind history of transactions performed by the
customer.

The procedure according to Article 10(1)(d) of tAet, including verification of the
completeness and validity of identification data amformation under Article 10(8) of the Act and
the customer’s duty under Article 10(5) of the Aatm the basis for ongoing monitoring of the
business relationship. This type of monitoring tieegithe creation of customer risk profiles and
their classification with regard to the possiblskriof money laundering and terrorist financing
under Article 10(4) of the Act. Ongoing monitorinfthe business relationship requires the use of
an appropriate EIS that enables the financialtutsdn, in accordance with risk-based prevention,
to create financial or other criteria or limitsiadicators of unusualness in customers’ transastion
so as to allow their differentiation into certa@véls of the monitoring process, correspondindpéo t
degree of risk inherent in the operations performgadustomers. The criteria or limits defined by
the institution for this purpose must be regulargyified so that it is possible to determine their
adequacy in regard to the identified levels of .riske financial institution is required also to
regularly review the adequacy of the existing systnd individual processes of protection and
prevention.

For assessing transactions, importance shall bengiin the framework of ongoing
monitoring of the business relationship, to inteahde ongoing transactions of a customer that do
not correspond to the customer’s known or expeatdity or that correspond to types of unusual
transactions referred to in the Programme or inchkrt4(2) of the Act. Such transactions of
a customer shall form the subject of assessmericl@drl4(2) of the Act) and it is necessary to
make a written record of them (Article 14(3) of tAet); these records must be archived in
accordance with the period referred to in Articledt the Act.

The Nominated Officer may, on the basis of restritsn the assessment of the various
circumstances of a transaction and with regarch&dverview of types of unusual transactions
(Article 20(2)(a) and Article 4(2) of the Act), reathe conclusion that in the given case it dods no
constitute an unusual transaction. If the conclusiannot be reached solely on the basis of
information on the customer that the financialitnsion already has available, it may, according to
circumstances, request other necessary informamandocuments from the customer, pursuant to
Article 10(5) of the Act.

In cases where the Nominated Officer is unablenelmugh this procedure, to identify the
reason for the customer’s transactions that docootespond to the customer’s risk profile or
known or expected activities, it is sufficient thlaése operations merely indicate the fact that the
execution may constitute money laundering or te&stdinancing, and the Nominated Officer is
required to proceed according to Article 17 of Aw, i.e. to report the unusual transaction to the
FIU.

The assessment of transactions in the framewor&ngbing monitoring of the business
relationship is performed, depending on the traimacby staff as well as the Nominated Officer.

(c) Assessment of transactions in the framework afubsequent or retrospective assessment of
a customer’s transactions

A means of subsequent monitoring of customersisaations is, for example ex-post

16



random selection of executed transactions in thenéwork of an inspection from the side of
a manager superior to the employee who executedubtmer’s operations, as well as in the
framework of an inspection performed by the NonedaDfficer and the internal audit unit.

(6) The recommended procedure in the processidghandling of internal notifications of
unusual transactions and unusual transaction ieoais follows:
(&) All internal notifications of unusual transacts sent by competent staff to the Nominated
Officer must be documented according to Article3)4gf the Act and must be available for the
purposes of inspection according to Article 29haf Act.
(b) The sending of internal notifications and répdo the Nominated Officer may not be subject to
the prior consent of any person.
(c) The Nominated Officer shall register and arehivotifications on internal notifications of
unusual transactions, including the position, firatne, last name, workplace or unit of the findncia
institution and all data on the given customer @adsaction in accordance with Article 19 of the
Act.
(d) The Nominated Officer, as well as staff of theancial institution, including its managers (and
members of the statutory body) involved in assgssiansactions under Article 14 of the Act are
required to maintain confidentiality on reportedusnal transactions and on measures taken by the
FIU (Article 18 of the Act), including the fulfilnr@ of duties under the provisions of Article 17(5)
and Article 21 of the Act; the financial institutianay not, however, cite toward Narodna banka
Slovenska and the Slovak Ministry of Finance théyda maintain confidentiality in connection
with the performance of supervision and inspectinder Article 29 of the Act (Article 18(5) of the
Act). Provided that information given is used exsohely for the purposes of preventing money
laundering or terrorist financing, the duty of doehtiality shall not apply to the provision of
information between credit or financial instituteoander the conditions set out in Article 18(8)(a)
and (c) of the Act.
(e) The financial institution is required to draw & procedure covering the period from the moment
of detecting an unusual transaction through to tomeporting of the unusual transaction,
including the procedure and responsibility of staffio assess the transaction.
() The Nominated Officer, after receiving an imtak notification of an unusual transaction, may
confirm receipt of the notification on the unusuednsaction to the employee who sent the
notification. The confirmation should contain astiuction on the duty to maintain confidentiality
under Article 18 of the Act. Where the financiastitution has an electronic system of gathering
internal reports that enables the competent empltyenonitor the status or receipt of a submitted
internal report of an unusual transaction by theniated Officer, or by the Prevention Unit, no
individual confirmation of receipt of such a nattion is needed.
(9) The internal notification of an unusual trarigag including the conduct of a customer or the
transaction specified in the notification, shalldssessed by the Nominated Officer, who may, on
the basis of results from further assessment ofvéli®us circumstances of the transaction, with
regard to the overview of types of unusual transast(Article 20(2)(a) of the Act) and with regard
to Article 4(2) of the Act, decide whether it da@sdoes not constitute an unusual transaction. This
internal notification shall contain information tme economic or lawful purpose of the transactions
and, in the case that the transaction is usua, fufficient reasoning or statement of information
and reasons regarding its usual nature. Otherwiseptocess of such assessment cannot be
considered trustworthy and objective. If it is poissible to reach a decision solely on the basis of
information on the customer that the financialitnsion already has available, it may, according to
circumstances, request other necessary informamandocuments from the customer, pursuant to
Article 10(5) of the Act. Where the Nominated Officeaches the justified conclusion that in the
case of an internally notified unusual transactibrdoes not actually constitute an unusual
transaction, the Nominated Officer is required ¢@uiment this decision in writing and to archive
all related information, written documentation aectronic documentation in accordance with the
period referred to in Article 19 of the Act.
(h) In cases where the Nominated Officer cannohekeough this procedure reach the conclusion
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that it is not an unusual transaction, it is sugnt that the transaction indicates that its exeout
may constitute money laundering or terrorist finagcand the Nominated Officer is required to
proceed according to Article 17 of the Act, i.eréport the unusual transaction to the FIU.

According to Article 17(1) of the Act, an unusugrisaction or attempt to execute an
unusual transaction must be promptly reported ® RHJ. It is always necessary to take into
consideration the particular circumstances of tilgagson in which the finding of the unusual
transaction is made, whilst a financial institutierrequired to report an unusual transaction ag so
as possible. The decision of the Nominated Officereport an unusual transaction may not be
subject to the consent or approval of any othesgerA report of an unusual transaction shall
contain information specified in Article 17(3) anthy not contain information referred to in Article
17(4) of the Act. The reference number of each mepban unusual transaction should take the
form: serial number / year / character code offithencial institution.

An unusual transaction may be reported in writieigctronically or by telephone (in this
case it is necessary to report the unusual transaatso in person, in writing or by e-mail). The
specimen form for reporting an unusual transactissiied by the FIU, is given on the website
(http://www.minv.sk/?vzory.

An unusual transaction report may be supplementetha financial institution’s own
initiative within 30 days. After this period it isecessary to additionally report information and
documentation acquired as another unusual transadh this subsequent unusual transaction the
financial institution shall state the unusual temt®n to which the additionally acquired
information and documentation relate.

In connection with the reporting of unusual tramsexs and sending of further
supplementary information, as well as the overathmunication and exchange of information with
the FIU, it is recommended in the interest of cotifyiley and streamlining of the procedure in the
reporting process, as well as in the interest ofastlining control processes, that financial
institutions communicate with the FIU by electromiteans via the electronic registry, while
complying with the conditions for protection ofiemitted information and for clear identification
and verification. Only in this way is it possible @&void security risks connected with the reporting
of unusual transactions by post, fax and e-mail,

(i) Article 18(8)(a) of the Act allows financial stitutions, under defined conditions, to exchange
information where this is reasonable and relatedhto threat of money laundering or terrorist
financing, and where it helps obliged entities toreneffectively assess a customer’s transactions,
as well as to alert other obliged entities to idextt risks. An exchange of information may not
contain the full scope of the reported unusualsaation as a whole, but only specific information
relating to the risk of money laundering or tersbfinancing. Information provided may, pursuant
to the Act, be used exclusively for the purposespadventing money laundering or terrorist
financing.

(7) The recommended procedure in the postponemkr#n unusual transaction is as
follows:
(a) According to Article 16 of the Act, a financialstitution shall postpone an unusual transaction,
i.e. a particular transaction (Article 9(h) of thet) that would otherwise be executed.
(b) The financial institution is required under idl¢ 16(1) of the Act to postpone an unusual
transaction until the time of its reporting to thRJ, whilst account shall always be taken of the
operating and technical possibilities, as well las moment when the transaction was or should
have been assessed as unusual; e.g. a customesadtion assessed in the framework of ex-post
or retrospective assessment of the customer’sdcéings can no longer be postponed.
(c) The financial institution is required under i8¢ 16(2) of the Act to postpone an unusual
transaction in the following two cases:
1. the financial institution shall postpone an wraldransaction at its own discretion if executodn
the unusual transaction poses the risk that thexg e frustrated or substantially impeded the
seizure of proceeds from crime or seizure of funtisnded for financing terrorism; in such a case
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the financial institution is required to immedigtehform the FIU of the postponement of the
unusual transaction;

2. the financial institution shall postpone an wralgransaction if the FIU requests it to do so in
writing; the reason for postponing an unusual @atisn from the side of the FIU shall always be
stated in the written request.

(d) The financial institution shall not postpone wmusual transaction if it is unable to do so for
operating or technical reasons (it shall immedyatwitify the FIU of this fact) or if postponing the

unusual transaction could, according to a previmatgce from the FIU, frustrate the processing of
the unusual transaction.

(e) The period of postponement of an operationyantsto Article 16 of the Act shall be no more
than 48 hours; therefore, if during this period B& notifies the financial institution that it has

forwarded the case to the law enforcement authahiy financial institution is required to extend
the period of postponement, though no more thaa foyther 24 hours.

Therefore, the total duration of postponement ofiansual transaction is no more than 72
hours. If during the period of postponement of @eration the financial institution receives no
instruction to seize funds from the side of a judg@rosecutor pursuant to Article 95 or 96 of Act
No 301/2005 Coll. the Code of Criminal Procedurge,amended (hereinafter referred to as the
“Code of Criminal Procedure”), the financial ingtibn shall execute the postponed operation
following the expiry of the set period. Prior taetexpiry of the postponement period, the financial
institution may execute the operation only in theecthat the FIU notifies it in writing that froimet
aspect of processing the unusual transactionuithdr postponement is not necessary. Weekends
and bank holidays shall not be counted in the pesfgpostponement of an unusual transaction.

The period of postponement of an operation purst@arrticle 16 of the Act shall be
deemed to begin at the moment when the customeessgs the intention (will) to use the funds on
their account. If the financial institution preswsmghat the customer will express an intention to
execute an unusual transaction (use funds) in therd, it is required to take personnel,
organisational and technical measures so that énctise that the customer does give such
instruction, it is not executed and thereby anyeptal postponement of the unusual transaction is
not frustrated.

The period of postponement of an operation puist@mwrticle 16 of the Act may not be
deemed to begin as of when the financial instituBgaluated the executed transactions as unusual,
or learnt of the customer’s executed operations.

Article 9
Measures against terrorist financing

Terrorism represents one of the most serious fasmbreaching values such as human
dignity, freedom, equality and solidarity and regder human rights and fundamental freedoms on
which the European Union is founded. It also regmés one of the most serious attacks on the
principle of democracy and the principle of theerof law, which are common to Member States
and on which the European Union is founded. The gkohibits the financing of terrorism and
requires financial institutions to pay attention transactions that may be related to terrorist
financing.

(1) Definitions of terrorism and terrorist finangin

Act No 126/2011 Coll. on the implementation ofeimtational sanctions, as amended
(hereinafter the “International Sanctions Act”),fides an international sanction as a restriction,
instruction or prohibition issued for the purpoderaintaining or restoring international peace and
security, the protection of fundamental human sgimd the fight against terrorism. At the same
time it specifically defines international sancsan the field of trade and non-financial serviaas,
the field of financial services and financial magemoney transfers, the use of other means of
payment, the purchase and sale of securities aredtiment coupons, in the field of transport, posts,
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postal services and electronic communicationdhenfield of technical infrastructure, in the fiedé
scientific and technical relations, in the fieldonfitural and sports contacts.

The aim of sanctions is to maintain or restorerima@onal peace and security according to
the principles of the UN Charter and Common Forég8ecurity Policy. This primarily concerns
changing the policy of a government, state, indigldor group that does not respect the
fundamental principles of the rule of law, thatdoees human rights, international law or threatens
security.

(2) Procedure in fulfilling the reporting duty:
(@) financial institutions shall, in the framewodf CFT, apply toward customers procedures
analogous to those applied in AML, including thparing of unusual transactions connected with
terrorist financing to the FIU;
(b) financial institutions are required to prompthlport unusual transactions to the FIU (Article
17(1) of the Act); the Act defines unusual trangarg as, inter alia, a transaction in which there i
a justified assumption that the customer or bersgficis a person against whom international
sanctions have been imposed, or is a transactiarmich there is a reasonable assumption that the
subject of it is or should be a thing or servicattmay relate to a thing or service against which
sanctions are imposed under the International #arscAct.

(3) Permission for funds transfer

Under Article 4(2) of the International SanctionstAn conjunction with the respective EU
Council Regulation on restrictive measures (e.g.Guncil Regulation No 267/2012 on restrictive
measures against Iran) the Slovak Ministry of Fagars competent for the official procedure; e.g.
to issue permits for a funds transfer following @yal by other state authorities referred to in
Article 14(5) and (6) of the International Sancgofct. The requested authority is required to send
an opinion within the term set by the Slovak Mirystf Finance, and this term may not be shorter
than 10 days from the delivery date of the requesthorter period may be set only in exceptional
cases and must be thoroughly justified.

The competent unit is théinancial Market Section of the Ministry of Finance of the
Slovak Republic.

(4) Consolidated list of persons subject to samnsti

Lists of persons subject to sanctions (naturalgreysand legal persons) form a part of the
annexes to individual regulations and decisionthefEU, which obligate all financial institutions
of Member States to immediately freeze financial asonomic resources of persons subject to
sanctions from states listed in the annexes tinthieidual regulations and decisions of the EU.
The regulations and decisions of the EU concereixgusively persons subject to sanctions and
comprehensive restrictive measures, including tiresalidated list, which contains the names and
identification data of all persons, groups and te#tisubject to financial restrictions of the EU
Common Foreign & Security Policy (in the framewark enforcing the Common Foreign &
Security Policy) are listed on the websitdt://eeas.europa.eu/cfsp/sanctions/index_en.hm
this regard, the EU sanctions are listed on thesitelof the Ministry of Foreign Affairs of the
Slovak Republic, Http://www.foreign.gov.sk/sk/zahranicna__politikavepske zalezitosti-
sankcie_ephttp://eeas.europa.eu/cfsp/sanctions/docs/measurgslj.

(5) Adoption of sanctions (restrictive measures):
(a) through the transposition of sanction resohdiof the Security Council of the United Nations
(hereinafter referred to as the “UN Security Colijici
(b) in the case of autonomous sanctions adoptedlpynthe EU, the sanctions are adopted through
common positions of the EU and implemented at tdewel; in the case of autonomous sanctions,
the EU may adopt also more stringent and broadwtisas than those of a sanction resolution;
(c) sanctions concerning persons against whom weeg declared pursuant to a regulation of the
Government of the Slovak Republic.
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Restrictive measures are adopted in several fofitms. concerns, for example, diplomatic
sanctions, suspension of cooperation with a thandntry, boycott of sporting or cultural events,
trade sanctions, arms embargoes, financial samgtiffight bans, restrictions on entry to the
territory of a member state. UN sanction measuoeg@rning an arms embargo or visa bans are
implemented directly by the member state.

Sanction measures concerning economic relatioristhvitd countries, for example freezing
of financial assets and economic resources, areemented by an EU regulation (approved by the
Council) and are directly binding and applicablethe EU. Regulations have general application
and are directly applicable in all Member States.légally binding acts they take precedence over
acts of the Slovak Republic, and financial institns in Slovakia are required to directly apply
sanctions declared in EU regulations. They are @deosubject of legal assessment by European
courts.

(a) Sanction resolutions of the UN Security Council

The UN Security Council Resolution against Termoris a document that provides the basis
for criminalisation of incitement to terrorist acend recruitment of persons for such acts.
Resolutions call on states to adopt necessary gpariate measures and, in accordance with their
obligations arising under international law, prohity law the incitement to commit terrorist acts
and to prevent such activity.

With regard to the above, sanctions are adoptedugiir the transposition of sanction
resolutions of the UN Security Council. This meémat following the issuance of a UN Security
Council resolution, it is necessary to implemeut isolution in the shortest possible time in an EU
regulation or in a common position of the EU.

An overview of comprehensive resolutions, sancttommittees and UN policy against
terrorism is published in English on the UN Segqu@buncil websiteHttp://www.un.org/Docs/sy/

(b) Autonomous sanctions adopted by the EU

The EU Common Position 2001/931/CFSP as amended Cloynmon Position
2008/586/CFSP published a list of persons subgeshanhctions (natural persons and legal persons)
associated with terrorism and against whom it isegsary to apply sanctions in the fight against
terrorism. Persons listed in EU Common Position12881/CFSP are broken down into external
terrorists and internal terrorists (in this casespes marked with an “*”, who are EU citizens oe ar
domiciled in the EU, e.g. members of the Basqueamsgation ETA and extremist groups, in
particular from Spain and Northern Ireland).

Financial sanctions are applied against the grdwgxternal terrorists under Article 3 of EU
Common Position 2001/931/CFSP. Implementation e$¢hsanctions is governed by EU Council
Decision 2005/428/CFSP and Council Regulation N&02Z5001, which in practice means that, on
the basis of directly applicable EU legislationna#ons are binding for everybody in all EU
Member States and are directly enforceable.

Financial sanctions shall not apply against inteteeorists, since this is not permitted
under the EU Treaty, which establishes a mandatenfolementation of restrictive measures within
the single market and financial services only taisahird countries (Articles 60 and 301 of the EU
Treaty, i.e. there is no mandate for imposing faialnsanctions at the Community level against the
EU’s own citizens). Against internal terrorists, yorenhanced judicial and police cooperation
applies at the EU level on the basis of Articlef4h@ EU Common Position 2001/931/CFSNP and
in accordance with Council Decision 2005/671/JHA20f September 2005 on the exchange of
information and cooperation concerning terrorisentes.

(c) Procedure in the case of persons against whonanstions have been declared under
a regulation of the Government of the Slovak Repuin

Persons included in the list of the EU Common Rwosi2008/586/CFSP, marked with an
“*” are, however, terrorists and, on the basis & Becurity Council Resolution 1373/2001 on the
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suppression of terrorist financing, as well as lom basis of Article 2 of the EU Common Position
2001/930/CFSP, all countries have the duty to em@nomic and financial assets of all persons
designated as terrorists or who provide assistdrereto, or who are in any way linked to terrorist
structures.

With regard to the above, the Slovak Republicri@seen able to declare sanctions against
internal terrorists of the EU; therefore, it hagh@ecessary to codify the freezing of terrorisets
of such persons at the level of national legistatibhe Slovak Republic declares international
sanctions through a Government Decree, unless theaé directly from the applicable law of the
EU Act in accordance with Article 3 of the Interioatal Sanctions Act. Under Article 288 of the
Consolidated Text of the EU Treaty, such an ach iegulation with general application. It is
binding in its entirety and is directly applicabie all EU Member States. In Slovak law,
international sanctions are declared by Slovak @owent Regulation No 397/2005 Coll. declaring
international sanctions ensuring international peaod security, as amended by Government
Regulation No 209/2006 Coll., No 484/2006 Coll., M88/2007 Coll. and No 239/2008 Coll.,
168/2009 Coll. and Decree No 442/2009 Coll. (hexttér referred to as “Decree No 397/2005
Coll.”). Decree No 397/2005 Coll. and relevant Etgjulations laying down restrictive measures
include a list of those persons subject to sanstiwhose activity is confined to the territory of EU
Member States, or who are EU citizens. Financstititions are required to immediately freeze all
financial and economic assets of persons subjesaations included in the list published in the
annex to Slovak Government Regulation No 397/2008. ©r in the relevant EU regulations
governing restrictive measures.

Article 10
Archiving of data and documentation

(1) The financial institution is entitled, for thgurposes of performing customer due
diligence (Articles 10 to 12 of the Act) and withidhe customer’s consent and without informing
the customer concerned, to ascertain, acquire,rdeckiore, use and otherwise process the
customer’s personal data and other informatiorhendcope of Article 10(1) and Article 12 of the
Act.

(2) The financial institution is entitled to acrpiithe necessary personal data also by
copying, scanning or by other recording of offialmicuments on information media, as well as to
process birth registration numbers and other infdion and documents without the customer’s
consent and in the scope set out in the mentioredgions of the Act.

(3) The financial institution shall store (archiveg)formation on the identification of
customers and on the verification of identificatioecords on customers’ transactions and records
on ascertaining beneficiaries, including photocsmitrelevant documents.

(4) Within the meaning of Article 19(1) and (2) tife Act, the financial institution is
required to archive for the period of five years:

(a) from the end of the contractual relationshighve customer, information and written documents
acquired by way of the procedure under the promsiaf Articles 10 to 12 of the Act,
(b) from the execution of a transaction, all datd aritten documents on the customer.

The financial institution shall archive this datadawritten documents for longer than five
years if the FIU requests it to do so by way ofrédten request containing the period and scope of
archiving data and written documents. This dutylsliso apply to a financial institution that cease
business, up until the expiry of the period durmlich it is required to archive these data and
written documents.

Whereas the Act lays down a five-year period, Aetit7(9) of the Insurance Act requires
financial institutions to store insurance contraitscluding amendments thereto and related
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documents), information and copies of documentsipgothe customer’s identity, and documents
on the determination of the ownership of funds usgdhe customer to conclude the insurance
contract, for the duration of the insurance perod thereafter until the expiry of the statute of
limitations for exercising rights arising from tihesurance contract, but for at least ten yearg afte
the termination of the contractual relationshiphvilte customer.

Narodna banka Slovenska, for the purpose of exegcisupervision, requires financial
institutions to retain the information and docunsedéfined under Article 47(9) of the Insurance
Act for at least ten years after the terminatiomhef contractual relationship, whereas other dadha a
documents prescribed by law (e.g. records on iatemotifications of unusual transactions and
unusual transaction reports, records on staff aducand training, etc.) shall be retained durimg t
period stipulated under Article 19 of the Act, ithe five-year period, unless the FIU requests
a longer period for data retention by a way of pchae under Article 19(3) of the Act.

(5) In view of the importance of information acadrby financial institutions in fulfilling
AML/CFT duties under Article 14(2)(a) of the Act,is recommended that written records referred
to in paragraph 3 of that provision be archivedtfar statutory period (five years from the written
record being made).

(6) The financial institution’s procedure in arcimg data and documentation, and records
related to AML/CFT shall be governed by the finaha@nstitution’s Programme, which should, in
accordance with the Act, specify in more detailftiewing:

(a) the records that need to be archivedat least information on customer identificatiomda
records on the customer’s transactions, includingem records under Article 14(3) of the Act and
information on identification of the beneficiary),

(b) the form of records(paper, electronic),

(c) the place, method and period for which recordare to bearchived, taking account of

1. the end of the contractual relationship with¢bstomer,

2. the execution of a transaction with the custoraed

3. any written request of the FIU and the periogceed (Article 19(3) of the Act).

(a) Records that need to be archived

1. records on customers’ risk rating

Documents and information related to customersigassent to risk groups must be
archived. The financial institution shall recorddaarchive any important information confirming
circumstances justifying a customer’s reassignrteeatdifferent risk group (and therefore a change
of their risk profile) together with other informan on the customer.

2. records on transactions
Internal regulations of the financial institutioadl establish the duty to record all
transactions executed for customers in the findinmtséitution’s accounting and reporting.

3. records on internal notifications of unusual transactions and unusual transaction reports

The financial institution shall archive all repods customers’ suspicious activities, namely
internal notifications of unusual transactions mated for the Nominated Officer, as well as unusual
transaction reports sent by the Nominated Offioghe FIU.

If the Nominated Officer, after assessing the rahtvinformation and knowledge
concerning a customer’s suspicious activity, degithat the activity does not constitute an unusual
transaction and does not report it to the FIU rd@sons for that decision must also be recorded and
archived together with the records on the particinsaction.

4. records on implemented education and training

23



The financial institution shall archive records staff training, containing the date and
content of the training and the confirmation tha tespective employee attended the training and
was familiarised with the financial institution’sML/CFT Programme, as well as related internal
regulations of the financial institution.

5. Programme

The financial institution shall archive the Progras which shall contain information on
statutory provisions, staff responsibilities, andimy on any operational procedures and duties of
staff at the financial institution in the perfornzanof relevant types of customers’ transactions and
trading operations, including the most common typlegnusual transactions at the given financial
institution.

6. records on inspections performed
The financial institution shall archive records iospections performed in accordance with
Article 11.

(b) and (c) Form of records as well as place, metdoand period for which records must be
archived

Originals or photocopies of paper documents andimientation, as well as data stored in
personal computers and on mechanical media fortretéc data must be archived. Archiving
periods are the same, regardless of the form iclwthie data is archived.

After the expiry of the statutory period or perigtpulated by the Insurance Act, the
financial institution shall archive such informatiand documents which relate to those customers
and their transactions in the case of which angtgation has been started by law enforcement
authorities or a criminal prosecution begun, andctwiare useful for the purposes of investigation
and criminal prosecution; archiving shall be mamgd on the basis of a written request by the FIU
pursuant to Article 19(3) of the Act, in the scael for the period stated in the request.

In this context, the FIU's instruction published onthe website
(http://www.minv.sk/swift_data/source/policia/finpBhrl9ods-2-pism-b-usmernenie pdfhall be
respected.

(7) Records prepared and archived by the finanitiatitution shall satisfy statutory
requirements for record keeping on customer daleaéso enable:
(a) an independent party to evaluate the efficiemfcgompliance with basic principles, as well as
the financial institution’s AML/CFT procedures,
(b) reconstruction of the course of transactionderay the financial institution for a customer,
(c) identification and location of each customer,
(d) identification of all internal notifications ofinusual transactions and external unusual
transaction reports,
(e) fulfilment, within a reasonable time, of statyt requirements of the FIU, supervisory authority
and law enforcement authorities concerning a cust@nd a transaction.

Article 11
Securing the system and ensuring performance of iatnal control

The financial institution must have in place aatally functioning system of control focused
in part on the fulfilment of AML/CFT measures.

(1) The system of control shall comprise a spe&iion of control responsibilities at all

levels of the management as well as the performahcentrol activity itself by:
(a) supervisory board,
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(b) insurance company’s statutory body,

(c) Nominated Officer (his deputy and the Prevantimit),

(d) managerial staff,

(e) staff involved in the processing of customér@hsactions,

(f) staff coming into contact with customers inexirtg into transactions,

(9) internal audit unit responsible for controllirl units, including the Nominated Officer,
Prevention Unit, and relevant staff.

(a) and (b) Control performed by the insurance compny’s statutory body and supervisory
board

Control shall be based on generally binding leggutations and internal regulations of the
financial institution and derive from the positiam the hierarchy of the financial institution’s
management system. The statutory body of an insaraompany and the branch’s Responsible
Person shall regularly, at least once a year, atalthe effectiveness of the existing system — the
financial institution’s AML/CFT policy, the Programe and specific measures, including the
activity of the relevant units and staff.

(c) and (d) Control activity performed by the Nominated Officer and managerial staff

Control activity shall be based on powers, dutied gesponsibilities of the Nominated
Officer and all managerial staff of the financiastitution and shall be performed as a regular and
ongoing control of the performance of work dutiesnsisting in the verification and approval of the
quality, level or state of the performance of sulitate staff's work activities in the field of
AML/CFT.

(e) and (f) Control performed by staff

This represents an ongoing control process at wsrimits of the financial institution
performed on a daily basis. It comprises controtima@isms that are a direct component of staff’'s
working procedures as well as their work dutiesksaand responsibilities in the first contact with
customers, as arise from AML/CFT.

(9) Internal audit

The internal audit unit controls compliance witle firogramme and internal regulations and
verifies adopted AML/CFT procedures, as well as gkeeormance of duties by staff, managerial
staff and the Nominated Officer (his deputy andRhevention Unit).

The performance of control shall be focused primam controlling:
. the performance of the relevant degrees (lewtlsiistomer due diligence,
. procedures for ensuring that customer infornmatexeived is up-to-date (verification),
. the assessment of specific transactions, mamgtaf customers and business relationships,
. risk evaluation and management,
. internal notification of unusual transactionsl aeporting of unusual transactions to the FIU,
. the implementation of staff training, and
. records archiving.

~NOoO o~ WNBE

The financial institution’s AML/CFT system and pesses should regularly be subject to
internal audit within which the functionality, effiveness and efficiency of all elements, tools,
procedures, management and control mechanismsédpplthis area should be evaluated.

(2) The internal audit should be performed in caemgle with the work program of the

internal audit unit in such periodicity which watise from evaluation of the degree of risk inhéeren
in individual areas of financial institution’s adgty, at least once per calendar year. Membergof t
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statutory body of the insurance company and headlotinch should be regularly informed of the
results of audits performed.

Article 12
Final provision

This methodological guideline shall become effexton the day of its publicatian the
Journal of Narodna banka Slovenska.

Ing. Vladimir Dvo iracek, m.p.
Executive Director
Financial Market Supervision Unit
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ANNEX
(source: FIU)

General methods of recognising unusual transactions

1. Atransaction which by virtue of its complexitynusually high volume of funds or other
characteristics clearly deviates from the ordirfaaynework or nature of a transaction of that type
or particular customer, or which has no clear ecanmr lawful purpose.

2. A transaction in which the business partnerse$uo provide information on the intended
transaction or seeks to provide as little inforimaias possible or provides only such information
that the obliged entity can check with great diffig or at high cost.

3. A transaction in which the business partner estpi the establishment of a contractual
relationship or execution of a transaction with thiged entity on the basis of an unclear project.
4. A transaction in which a request was submittethfthe side of customer to arrange a transaction
or intermediate a contract and where it may berasdiuthat the customer, in view of their standing,
employment or other characteristic, is not or cartecthe true owner of funds.

5. A transaction in which the volume of funds thithe customer possesses is clearly not
commensurate with the nature or scope of the cust®rusiness activity or declared financial
circumstances.

6. A transaction whose relationship to the ordifauginess activities of the customer is not evident
and which is atypical for the customer.

7. A refusal to prove identity when concluding a&imess relationship.

8. A transaction in which the business partner stsbdocuments issued by an unknown financial
institution.

9. A transaction in which the business partner dadbcumentation expected in legitimate
transactions.

10. A transaction in which the customer uses estto use fake or stolen identification documents.

Specific methods of recognising unusual transacti@nin insurance activities

1. Concluding a transaction which exceeds the aand scope of business activities of the
policyholder.

2. Multiple repeated changes in the policyholdecsount over a year with respect to payment or
refund of the premium.

3. The customer requires the insurance contrattetdransferred to another person prior to the
expiry of its maturity.

4. The customer pays in advance for many yearsdahea

5. The customer asks to insure an item which bsgns of having been stolen.

6. The customer concluded several life insuranceraots at the same time and for each of them
the premium was paid in cash.

7. Concluding an insurance contract with an anptaiium exceeding EUR 15,000.

8. The customer pays the premium exclusively inglodenomination banknotes.

9. Cash payment of life insurance instalments ediogeEUR 2,000 for one insurance contract.

10. Payment by bank transfer from several bankslynrom abroad.

11. Repetitive concluding of (three or more) insiweacontracts for unusually high amounts.

12. Very short time (less than 3 months) betweerctinclusion of the contract and its cancellation,
where the premium exceeds EUR 15,000.

13. The customer pays funds in cash or by credlitster to the account of the insurance company
and subsequently announces to the insurance contpanthey did so by mistake and requests to



have the money returned to them, but to a diffeaenbunt, or requests to have it returned by postal
order.

14. A refusal to state on whose behalf the inswaontract is concluded.

15. For investment products, three and more repedéposits made by credit transfer to an
account, including premiums of less than EUR 15,000

16. The customer makes a payment of two instalmerdghen asks for a refund to another
account.



